
                                                                                     

              B.S. ABDUR RAHMAN CRESCENT INSTITUTE OF SCIENCE  

                          AND TECHNOLOGY - STUDENT CHAPTER  

                                 ONE DAY WORKSHOP ON 

                 LIVE MOBILE & WINDOWS HACKING WORKSHOP 

                        ON  20TH MARCH, 2025(THURSDAY) 

 

1. ABOUT THE EVENT 

The Crescent Cybertronics Security Club organized a Free Hands-on Workshop 
on Live Mobile Hacking and Windows Hacking to provide participants with 
practical knowledge in cybersecurity. The event aimed to enhance the 
understanding of hacking techniques, security vulnerabilities, and defensive 
measures in mobile and Windows platforms. 

 

2. EVENT CONTENTS 

EVENT Conveners: 

• Dr. Karthikeyan Ramalingam – Dean (Student Affairs) 

• Dr. E. Syed Mohamed – CSE Professor & Faculty Coordinator, CESC 

Event Speaker 

• Mohamad Iliyas – Cybersecurity  

Student Coordinators: 

• Mohamad Iliyas  

• Mohammed Shoaib  

Participants  

         Students of B.S Abdur Rahman Crescent Institute of Science and  

Technology 

 



                                                                                                  

 In this event, Mr. Mohamad Iliyas explained about the LIVE Mobile & Windows 
Hacking  

                                                                                       

 3.TOPICS OF THE EVENT 

➢ Live mobile hacking and windows hacking   
➢ Using reverseshell 
➢ Using metasploit  
➢ Using msfvenom  
➢ Social engineering techniques used to send the malware file 

generated from msfvenom 

 

Live Mobile Hacking & Windows Hacking: Participants learned how 
vulnerabilities in mobile and Windows platforms can be exploited. 

 

Using Reverse Shell: Demonstration of how attackers establish remote 
access using a reverse shell to control compromised systems. 

 

Using Metasploit: Introduction to the Metasploit framework for 
penetration testing and exploiting security weaknesses. 

 

Using Msfvenom: Hands-on creation of payloads using Msfvenom to 
generate malicious executables for exploitation. 

 
 

Social Engineering Techniques: Understanding how attackers manipulate 
victims into executing malicious files through phishing emails, fake 
applications, and other deceptive methods. 
 
 



                                                                                     
4.EVENT PROMOTION 

        The event was promoted through WhatsApp, Instagram, and university-
wide digital platforms. A detailed poster containing the registration QR code 
and event details was circulated among students. 

 

 

 



                                                                                     

5. EVENT PHOTOGRAPHS 

  

 

 

 

  

 

 

 

   
 



                                                                                     

6.FEEDBACK ANALYSIS REPORT 

 

PARTICIPANTS’ YEAR OF STUDY 

 

 

DEPARTMENT 

 

 



                                                                                     

SOMETHING THAT YOU LIKED ABOUT TODAY'S EVENT 

 

• It was good overall,however it could have been better if there was a 
basic intro about the topics 

• Great workshop, easy to follow and learn, very interactive and also a 
great team. 

• This instructor taught the hacking concepts easily and he clears the 
doubts of the attenders can be increase the duration of the workshop 

• The session was really nice. I personally liked it very much I have interest 
in ethical hacking and I want to learn more skills in that It was so 
interesting maybe in future i would like to pursue my job in this field and 
also i would like to learn from you. 

• It was good, looking forward to new events 

 

ANY SUGGESTIONS SO THAT WE CAN CORRECT FROM OUR SIDE IN THE 
NEXT EVENT 

 

• Need to take slowly 

• Good , I felt a little bit fast teaching 

• Kindly arrange a workshop for the basics and include certificate as well(e 
certificates will be good too). 

• Improve clear communication,any package setup please inform 
previously 

• Seems to be little advanced. Needs to be explained step by step for the 
beginners also. 

 

 

 

                                                                     

                                                                                     

 



 

 

7.E-CERTIFICATE 

 

 

                                                                                     

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

8. LIST OF PARTICIPANTS 

 

 



 



                                                                                     

 

 

 

 

 

 
 

 


